
Introduction to Single Sign On (SSO). 
 
 
Once SSO is launched,  the first time you open an application, this will pop up: 
 

 
 
Pick the desired account or select to add a new one. 
 
Users will need to enter their B2B logins, their dealer account e-mail (DYXXXX@navistar.com), or their 
internal Navistar e-mail (your.name@navistar.com) 
 
Accept the following windows, if they appear: 
 

 
 

mailto:DYXXXX@navistar.com


 
 
A Two Factor Authentication prompt may show up next.  
 
Follow all requests for E-Mail addresses, Calls or Texts. 
There may be multiple Two Factor Authentication requests. 
 

 
 
 
Enter any Two Factor Authentication codes that are provided and respond to any other requests. 
 
After a successful login, the application will open in the background and the following window will open: 
 
 
 



 
Close this browser tab and allow the application to finish opening. 
 
 
Go back to the application. It may take a few minutes for it to completely open the application will open.  
 

 
 
When clicking on the X to close the application, you will be presented with a screen where you can 
select to “Exit and stay signed in” or to “Exit and sign out”. 

 



 
If you click on “Exit and stay signed in”, you will not be prompted for a “sign in” the next time you open 
an application. 
 
To keep someone else from opening an application and being signed in with your credentials, ensure 
that you click on “Exit and sign out”. 
 
 
A different user can login in by entering a different User ID or by using the Sign In Options 
 

 
 
 
 
Follow any subsequent prompts to launch the application. 
 
If you are having problems logging in try clicking on “Can’t access your account?” 
 
Select one of the options below to get help with your account. 

https://login.microsoftonline.com/b5a920d6-7d3c-44fe-baad-4ffed6b8774d/oauth2/v2.0/authorize?scope=openid+profile+offline_access+api%3a%2f%2f93dfd930-b471-4339-9161-9e3850515eb4%2fUser_read&response_type=code&redirect_uri=http%3a%2f%2flocalhost%3a63460&code_challenge_method=S256&state=a00bb4b9-1150-4230-ac64-b39593577fc9b1338768-e3e9-4870-bfc4-0da7e3acb13a&prompt=login&code_challenge=ke02AcBHWSbv6twosLKUDWQ15oghuQF4xUScX9MEFs0&client_id=2b8f9554-8f00-4b8c-a55a-b62f8bd2440f&response_mode=form_post&sso_nonce=AwABAAEAAAACAOz_BAD0_z2u0f_0PmZq4mC6y1_RT-cXprbh3F_SrzfTV5mBwH2uGExZN508zCzEYexGT4Lo_eSXq_PeRA4DEMcuYRHbzC0gAA&client-request-id=aee86280-5751-499e-8270-235278fc90bd&mscrid=aee86280-5751-499e-8270-235278fc90bd


 


